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Virtually every network today incorporates sensors and video. Modern cameras and video security 

systems access the internet and are open to intrusion, hacking or spying. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Tactuity has an effective, inexpensive, and easily implemented 

solution to safeguard your cameras and network. 

 

Easy Installation with Maximum Protection 

Simple Integration with No Impact on Efficiency 

Small Device Installs on Any Camera, Anywhere 

 

 

2.5”x2.5”x1” 

Use CKUR to protect your network and your privacy with another level of security. 

Utilizes a sophisticated port translation and blocker  

developed exclusively by our team of security experts  -  An Intelligent  Firewall 

Goes beyond router  table management and maintenance 

 Supports Zero Trust security initiatives 

Provides an extra layer of security on the edge! 

Eliminates human security risks 

 

 

CAMERA CKUR - Protect your cameras and network affordably 

 

MOST IP video cameras are IMPORTED into the United States 

In 2017, thousands of cameras of a Chinese brand were used in DDOS (directed denial of service) 

on Netflix and other’s networks. This diversion allowed more sinister activities. 

The camera manufacturer claimed it was a software flaw that “others” discovered and exploited. 
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The risks with networked cameras: 
There are documented cases of camera software set as 
access points for unauthorized users. 
Cameras often have poorly structured software that is not 
robust or secure and poses a security risk, regardless of 
manufacture’s intentions. 
Network credentials are exposed, allowing exploitation. 
Installations typically require access to the internet 
(Universal Plug & Play-UpnP) 
Compromised cameras can be used to 
Hack the network 
Identify network devices 
Allow security exploitation from within 

This small device can save your 

PERSONNEL and your BRAND, 

reduce risk, and maintain your 

networks integrity! 

• Is a low cost appliance installed between the camera and network. 

• CKUR leverages high end proven firewall protocols. 

• Is a small unobtrusive block  placed in line with the camera, redirects network flow 

• Camera IP is masked thru CKUR software 

• Network provided DHCP device Address gets disrupted and prevents connection to dark 

web hosting applications. 

• Disrupts inbound ports generally open in the firewall and logs all attempts! 

• Customizable for customer networks. 

• CKUR is purpose built and specialized for this purpose, the user doesn’t need to know 

IP addresses or monitor UDP or TCP ports anywhere on your network. 

• Optional video encryption can be provided for an extra layer of security. 

The US Departments of Homeland Security, Justice and Treasury 

implores companies to secure networks NOW to ward off attacks! 

Let Tactuity technology provide peace of mind when it comes to YOUR 

camera systems. 

IS YOUR NETWORK PROTECTED? DON’T TAKE 
CHANCES - ACT NOW!!!! 

Need even MORE security?  

Ask about our DCX state-of-the-art video encryption and 

compression technology 

 

CONTACT US 

info@vision4ce.net | 410.384.9181  

 

CAMERA CKUR 
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